სააქციო საზოგადოება **„ლიბერთი ბანკი“** აცხადებს კომპანიის შესარჩევ ტენდერს ინტერნეტიდან ხელმისაწვდომ აპლიკაციებზე: pay.ge და learning.lb.ge შეღწევადობის ტესტის განხორციელების მიზნით, ქვემოთ მოცემული საკვალიფიკაციო მოთხოვნების შესაბამისად:

**Pay.ge, learning.lb.ge Penetration Test**

Qualifying requirements:

* Company has at least 5 years of experience in providing penetration testing services
* Company conducted at least 2 projects on similar applications within last 2 years
	+ Please provide list of similar projects
* Company has staff, who were involved in at least 2 similar projects with the company within last 2 years
* Lead penetration tester who will lead the project has one of the following or similar certifications: OSCP, GWAPT, GPEN
* Lead penetration tester has at least 3 years of experience in penetration testing
* Company must provide 1 recommendation letter about providing penetration testing services
* Proposal must include:
	+ CVs and roles of all personnel involved in testing
	+ Methodology
	+ Timeline/project plan
	+ Financial proposal

Scope:

* Pay.ge (payment website), No user required
* Learning.lb.ge (learning platform based on moodle), Black Box + Grey Box with User
* Comprehensive web application testing including OWASP Top 10 and **beyond**
* No stress testing in scope

ბანკის მხრიდან კომპანიასთან ურთიერთობის გაგრძელებაზე გადაწყვეტილების მიღების შემდეგ, მხარეებს შორის გაფორმდება ხელშეკრულება **დანართი #1**-ის შესაბამისად.

დაინტერესების შემთხვევაში, გთხოვთ არაუგვიანეს **2023 წლის 27 იანვრისა** წარმოადგინოთ შემოთავაზება შემდეგ ელ. მისამართზე: **tendercommittee@lb.ge****.**

ამავე მეილიდან, ბანკის მხრიდან მოხდება პრეტენდენტისგან სატენდერო წინადადების მიღების დადასტურება.

სხვა შემთხვევაში, გთხოვთ დაგვიკავშირდეთ განცხადებაში მითითებულ საკონტაქტო ნომერზე: სატენდერო კომისიის აპარატი, შესყიდვების მენეჯერი შორენა თავაძე, ელ.ფოსტა: Shorena.tavadze@lb.ge; მობ: 595 901 200.